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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes evaluations and conclusions for key issue 1 - UE Radio Capability ID.
1 Discussion
Since the overall solution will be a combination of solutions to key issue #1 and key issue #2-3 it is tricky to summarize the benefits of a single solution just for the identification of UE Radio Capabilities without to look at the complete picture. Therefore, we provide evaluation of one aspect of the complete solution.
There are two ways to deliver UE Radio Capabilities for new types of UEs, regardless of how they are identified, either from the UE to the network (as it is done today) or from an external source (UE Vendor, GSMA, AF/UDR etc) to the network. In this evaluation we only focus on the case where the actual UE Radio Capabilities are delivered from the UE to the network, similar to how it is done in current release.
If it is possible to deliver the UE Capability ID and corresponding UE Radio capabilities from the UE to the network and the network can reuse the capabilities for other UE’s then the network needs to be protected against malicious updates of those capabilities. This means that both the PLMN specific solution where the network assigns the UE Capability ID and the hash-based solution work fine for this case. However, UE manufacturer assigned ID together with solutions that allow the UE to provide the UE Radio capabilities and corresponding UE Capability ID will not work.
So far, we have two solutions that fulfil the above mentioned requirements:
1. Solution 8 – PLMN Specific:
1. In the first registration request or after PLMN change:
· Every single device uploads all UE Radio capabilities once and after every PLMN change in the registration message to retrieve a corresponding Capability ID
· The network checks if the UE Radio Capability already exist and in that case returns the corresponding UE Capability ID
· If the UE Capability ID does not yet exist the network stores the UE Radio capabilities and assigns a new Capability ID that will be used by the device in step B) 
1. Re-registration to the same PLMN:
· When the device re-registers again to the same PLMN then the message flow is almost the same as for hash based solution. The only difference is that the network will provides the new Capability ID to the UE afterwards.

1. Fist registration request or after PLMN change:



1. Re-registration to the same PLMN


1. Solution 3 - Hash based solution: 
· The device always has a Capability ID (vendor id + hash) based on the actual UE Radio Capabilities to be used which is included in the registration message.
· The network needs to request from minimum one device per capability ID the corresponding UE Radio capabilities and validates the UE Radio capabilities.
· The network reuses the same UE Radio capabilities for all other devices indicating the same UE Capability ID.




 
Evaluation of the two solutions:

PLMN-Specific:
The total volume of capability data transferred over the radio interface is the size of the actual UE Radio Capabilities multiplied with the number of devices using the same UE Radio Capabilities multiplied with the number of times the UE changes PLMN multiplied with the number of capability changes due to software update. 
For example: 64kByte UE Radio capabilities * 10M Devices * 100 different models/variants * 2 SW updates * 2 PLMN change during lifetime of that SW without capabilities change = 
256 Tera Byte data for PLMN Specific solution. 

An “always on” devices will only do one registration per PLMN and will therefore not gain any benefit by the PLMN-specific solution compared to current EPC or Rel15-5GC. 

Hash based solution: 
For an Hash based solution a single device will update the network once with 64k of capability data and then regardless of how many of these 10M users with the same device type that power off or travel no data related to UE Radio capability will be signaled to the network (except for the hash).

The total volume of capability data transferred over the radio interface for the hash based solution of UE Radio Capabilities in the network 64k * 1 * 100*2 = 12,8 Mega byte data
 
Evaluation summary: 
For Hash-based solution: The gain compared to PLMN-specific is the data volume of the capabilities transferred over the radio interface multiplied with the number of devices multiplied with number of times the device changes PLMN using the same capabilities.
For PLMN-specific solution: For always on devices in your network that only do registration due to PLMN changes will not gain any benefit compared to current EPS or Rel15-5GS, i.e. does not bring even value optimization compared to current release so it is not worthwhile to upgrade the network for it. 

The optimization of UE Radio signaling using the hash based solution according to the example above is 2.000.000.000 % better than the optimization with the PLMN specific solution.

Conclusion: It is proposed move forward with the hash-based solution for UE Radio Capability Optimizations.
1 Proposal

This document proposes the following changes into TR 23.743.
**************** Start change all new text **********
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Editor's note:	This clause will provide a general evaluation of the solutions.
For key issue #1: 
There are two ways to deliver UE Radio Capabilities for new types of UEs, regardless of how they are identified, either from the UE to the network (as it is done today) or from an external source (UE Vendor, GSMA, AF/UDR etc) to the network. 
Evaluation of solutions for key issue 1 that deliver UE Radio capabilities from the UE to the network, i.e solution 1, 3, and 5:
Solution 1: UE manufacturer ID
This solution 
· does not support that the network is protected against malicious updates of UE Capability ID's and corresponding UE Radio Capabilities.

Solution 3: Hash-based solution: 
This solution 
· supports that the network is protected against malicious updates of UE Capability ID's and corresponding UE Radio Capabilities. 
· does not require any global synchronized centralized storage within the whole PLMN for storage of the mapping between UE Capability ID and the corresponding UE Radio Capability.
· is a standalone solution for key issue #1 and it is not related to solution #1. It is only uses an identification of the vendor, allowing the vendor to ensure that no hash collisions is possible for different UE Radio capabilities.
· The gain compared to PLMN-specific is the data volume of the capabilities transferred over the radio interface multiplied with the number of devices multiplied with number of times the device changes PLMN using the same capabilities.

Solution 5: PLMN-specific solution: 
This solution 
· does require a global synchronized centralized storage within the whole PLMN for storage of the mapping between UE Capability ID and the corresponding UE Radio Capability.
· supports that the network is protected against malicious updates of UE Capability ID's and corresponding UE Radio Capabilities.
· For always on devices in your network that only do registration due to PLMN changes will not gain any benefit compared to current EPS or Rel15-5GS, i.e. does not bring even value optimization compared to current release so it is not worthwhile to upgrade the network for it. 

8.x	Conclusions
8.x.1	Conclusions for KI#1
It is concluded that the hash-based solution be pursued for the normative phase.

********************  End of changes  ********************
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